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# 密码 密钥管理工具xlsx记录。。然后加密

Lastpass app

## 简单u盘记录存放密钥文件即可。加密最好了。。

### [三款密码管理工具lastpass，1password和keepass哪个好...](https://www.cnplugins.com/zhuanti/password-manager-compare.html)

[https://www.cnplugins.com › 转体](https://www.cnplugins.com/zhuanti/password-manager-compare.html)

·[翻译此页](https://translate.google.com/translate?hl=en&sl=zh-CN&u=https://www.cnplugins.com/zhuanti/password-manager-compare.html&prev=search&pto=aue)

LastPass的的英文一个优秀的用英语密码管理器状语从句：页面过滤器，采用了强大的加密算法，自动登录/云同步/跨平台/支持多款浏览器的浏览器插件。LastPass的的密码

# 密码管理器lastpass

LastPass主要是一个浏览器扩展，尽管它也具有适用于Windows和Mac OS X的独立应用程序。在上图中，LastPass在脱机类别中标有星号，因为从技术上讲，它是一种在线密码管理系统，但在某些情况下确实可以脱机工作。实际的密码数据库已安全地传输到您的设备并在那里解密（而不是在云中），因此，只要您不通过Web浏览器，Mac应用程序或在移动设备上进行有效的互联网连接，就可以访问该数据库为了获取数据库，已经登录了一次云。

## KeePassX

我终于找到了一个叫做[KeePassX](https://www.keepassx.org/)的免费密码管理器，带有加密工具，可以保护我最重要的个人数据。黑客将不得不跳*了很多*更多关卡，进入我的密码，这是现在比以往更强大，更安全。无论我是在伊斯坦布尔、里约热内卢还是在多伦多的家中，它们也更方便。

KeePassX 是[KeePass](https://keepass.info/)的克隆，我会使用它（它提供更多功能），但它与 Mac 不兼容。另一方面，KeePassX 是一个跨平台程序。你会发现为什么这很重要。

## **KeePassX 与 LastPass**

在选择 KeePassX 之前，我还测试了[LastPass](https://lastpass.com/)，它被许多在线密码管理的市场领导者认为是。它带有更多的花里胡哨，但我出于三个原因决定使用 KeePassX：

LastPass 帐户是免费的，但如果我想将我的密码与我的移动设备同步则不是。为此，我需要高级会员资格，费用为 12 美元/年。便士，我知道，但请继续阅读。以下几点更为重要。

LastPass 是基于云的，并将其客户的密码保存在自己的服务器上，这意味着对公司本身的暴力攻击可能会将我的帐户暴露给黑客（尽管鉴于公司从事在线业务，这种安全漏洞的可能性很小数据保护）。但是，使用 KeePassX，我的密码存储在笔记本电脑的本地数据库中，但我可以选择将其移动、复制或同步到 Google Drive 或 DropBox 等云中，以便从我的 iPhone 访问它。这样，我就不容易受到针对 KeePassX 的安全威胁的攻击。底线是我有一个选择和更多的控制权。如果我确实使用了云，我可以随时从中删除我的数据库。

KeePassX 是一个开源平台，这意味着任何想要质疑或测试其安全性的人都可以检查其代码的完整性。LastPass 不提供这种透明度。相反，它使用专有的加密技术。

尽管如此，LastPass 排在第二位，所以我认为这是一个*不错*的选择。（阅读[本文](https://gizmodo.com/lastpass-vs-keepass-whats-the-best-online-password-m-1452918307)以与 KeePass 进行并排比较。）

## **使用[1Password](https://agilebits.com/onepassword)：**

*“我喜欢 1Password 的旅行，因为它：*

*为我拥有的每个帐户生成一个唯一的密码，我只记得一个来解锁所有帐户。*

*不仅存储密码，还存储各种数据，包括扫描的护照和信用卡。*

*当您进入网站时自动输入您的密码，对于新网站，它会立即创建一个唯一的密码并将其存储。*

*允许在不泄露密码的情况下与他人共享。相反，它会发送一个加密链接。”*